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The phrase, "An ounce of prevention is worth a pound of cure”
aptly applies to a movement within the healthcare payment
industry: Fraud, waste and abuse (FWA) prevention. Today,
because of lean budgets and compelling cost analyses, payers are
motivated to find solutions that can offer payment integrity by
identifying FWA before they pay erroneous claims. However, to
achieve true payment integrity, payers must consider adopting a
proactive, preventive approach for optimal aberrance detection.

This paper intends to help payers determine the best ways to
protect themselves against FWA. It demonstrates the benefits of
proactive, in-stream claim review and illuminates powerful
preventive resources, helping payers understand how to limit
unnecessary claim payment, which could save them significant
time and money.

* How shifting to a pre-adjudication or pre-payment fraud
detection solution can yield significant financial impact

* Characteristics of an effective pre-payment FWA management
solution

* Organization, system and process implications of adopting a
pre-payment FWA management solution
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Recent estimates indicate three to ten percent of national healthcare spending is
lost annually to abuse. The Patient Protection and Affordable Care Act, enacted in
March 2010, brought about requirements and changes in federal law that directly
and substantively addressed costly abuses."”

As a result, the payer community has collectively deemed FWA management
solutions a top priority. In the past, payers often saw FWA solutions as legal and
regulatory expenditures, but many now see them as an essential business
initiative. To operate effectively, payers must respond to new laws directly,
understanding that FWA programs can help them avoid significant costs and
improve overall profitability.

Several factors influence a payer’s business objectives and, when combined, can
dramatically affect the bottom line:

*The high cost of FWA. The $68-$226 billion of healthcare dollars lost
annually is an enormous blow to health insurance organizations—particularly
when some of those dollars are lost trying to fight FWA with limited success.”
Investing in a comprehensive payment integrity solution can help payers make
significant progress in the fight against erroneous claim payments.

* A constrained economy. Economic factors are driving the need for more
cost containment, forcing payers to prioritize resources based on their financial
impact. Healthcare payers must address these issues head on to survive a highly
competitive landscape. Because managing costs is imperative, many payers
must determine where to reduce operational and medical expenses;

a comprehensive FWA program may help reduce both.

*High claims volume. The sheer number of claims processed is daunting,
creating a needle-in-a-haystack scenario for identifying FWA. Even with
automation and safeguards, erroneous claims can go undetected, easily
bypassing administrative edits in most claims adjudication systems.

* Difficulty identifying FWA. Many claims appear compliant initially, but when
investigated, prove aberrant. These claims are innately difficult to identify, prove
erroneous and resolve, and may include procedures that are:

* Medically inappropriate
* Beyond the scope of the provider’'s medical license
* Billed but never performed

B} Financial Crimes 2008, http:/ww.fbi.gov/stats-services/publications/fcs_report2008
@) From The National Health Care Anti-Fraud Association (NHCAA),
http:/fwww.nhcaa.orgleweb/DynamicPage.aspx?webcode =anti_fraud_resource_centr&wpscode=TheProblemOfHCFraud




* The enormous scope of FWA. The scope of FWA is so large it
overwhelms many commercial insurers’ resources, which are not equipped to
address the issue. While some payers staff special investigation units (SIUs),
many lack the tools and resources necessary to combat FWA extensively or to
their maximum benefit.

* The prevalence of fraudsters. Along with unscrupulous providers,
organized crime rings steal patient identification and create fictitious services and
procedures that not only defraud payers but also alter patients’ medical
histories permanently, endangering their health and safety. Perpetrators often
elude detection and relocate before the fraud is uncovered. Some patients may
commit fraud by allowing friends and family members who have little or no
health coverage to use their identities.

* Ineffective claims processing methods. Retrospective claim review
frequently fails to recover the majority of money paid. Some payers’ in-house
FWA detection programs are understaffed and ill equipped to assess suspicious
claims. In addition, post-payment (or “pay and chase"), technology can take
months to detect and analyze the problem. By this time, payers are less willing
to negotiate settlements, and truly criminal organizations may have already
changed locations and schemes. Proactive fraud abatement and automated
review processes can help payers fight fraud more effectively.

*A changing landscape of players. An increase in mergers, acquisitions and
consolidation of payer organizations has changed how payers approach FWA,
given evolving organizational infrastructure and associated adjustments.

*Changing ICD-10 Standards. U.S. providers will soon adopt new global
coding standards that may inadvertently open the door for wasteful, innocent
errors as well as fraud and abuse. Providers will be required to change their
coding systems to reflect new codes for thousands of diseases, symptoms,
injuries and abnormal findings, in accordance with the World Health
Organization’s International Statistical Classification of Diseases and Related
Health Problems |0th Revision (ICD-10) for diagnosis coding.®

@ From: The World Health Organization, http:/fwww.who.int/classificationsficd/en/
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The shift in the federal government’s approach - from pay and chase to a
pre-payment fraud detection model - is also leading to a procedural shift for
private payers. According to the National Health Care Anti-Fraud Association
(NHCAA), most of the 70 percent of private payers who use anti-fraud solutions
do so retrospectively.”’ Though post-payment has been status quo for many years,
recovering funds can be a costly endeavor.

Payers that implement a pre-payment FWA model can use analytic tools to
identify potential problems early in the claim life cycle—pre-adjudication or
pre-payment—and, thus, catch FWA before paying the claim. Pre-adjudication
solutions combine predictive, data-driven analytics, rules-based analytics,
integrated code edits, clinical aberrancy rules and provider verification to catch
potentially fraudulent or erroneous claims even before claims reach payers.

This prospective approach can help payers:

* Drive down costs from invalid or inappropriate claims

* Reduce payment errors

* Avoid payment delays for claims deemed legitimate

* Improve processes, for more accurate data

* Systematically remove unnecessary costs in the claims process
* Improve capital position by retaining funds earlier in the process

Post-Payment Analytics Pre-Payment Analytics

. . Same-day or real-time analysis helps prevent payers from issuing checks for suspicious or
Delayed response to risk results in costly pay and chase G aheots chime

Requires stable, complete data Can analyze risk accurately even when data is incomplete

Action is cost-justified even for small instances of FWA, which become significant as they

Action is cost-justified only when there is a large financial impact accumulate

Results in costly legal proceedings against perpetrators Shapes billing behaviors proactively, reducing the need for legal proceedings

 From National Health Care Anti-Fraud Association figures, http:/fwww.nhcaa.org/
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FWA management solutions vary in both sophistication and efficacy. However, the
most effective programs have many or all of the following characteristics and can:

. Use data-driven analytics to drive meaningful understanding of patterns, trends
and FWA identification in a continuous learning mode

2. Leverage large cross-payer database for more comprehensive FWA analysis,

which is especially valuable to regional payers

3. Employ both rules-based and predictive, data-driven analytics for provider profiling

4. Apply clinical code edits with business rules, to reflect and enforce a payer’s
contracts and payment policies

. Reduce false positives

. Employ experienced, highly trained investigators and analysts

. Facilitate the investigatory workflow by prioritizing outcomes

. Examine both provider-level and claims-level data
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Data-Driven, Predictive Analytics

These analytic-based systems examine patterns and trends to detect outliers.

For the best results, payers can deploy predictive analytics before payment, either
prior to or during adjudication. Unlike rules-based systems, data-driven analytics
delve deep into data and find not only known aberrancy, but also unknown and
emerging schemes that rules-based analytics may not recognize.

Analytic solutions review hundreds of thousands of data, examining hundreds of
variables in various combinations simultaneously to detect unusual fraud patterns
that emerge—patterns that were previously unknown. Along with that
information, the analytic models provide reasons and contextual information

so investigators and analysts can make rapid, informed decisions.

Cross-Payer Data

Payers that manage their own FWA detection see only a very small slice of the
(healthcare) world, and are unable to readily identify and prevent claims payment
related to new fraud and abuse schemes. Solutions that combine data from
multiple sources provide a more complete view of potential FWA.

Aberrancy Rules
As a conduit between clinical edits and FWA-focused predictive analytics, clinical
aberrancy rules provide a safety net. Unlike traditional clinical edits or fraud-based
rules, aberrancy rules look across multiple data variables and time to determine
unusual behavior in the claim. These rules are also able to “count,” so an alert is
fired only when the claim exceeds a clinically determined threshold. Not only does
this provide one more layer to a multi-faceted payment integrity program, it also
gives clinical context to the analytics, allowing even more certainty that a claim or
provider is aberrant.




Clinical Code Edits

Most pre-payment systems are rules-based solutions, featuring clinical code
screens and edits. These software solutions apply clinical code edits to incoming
claims to determine if the claims comply with the payer's payment policy. Using
millions of open-source edits to catch aberrations, clinical code edit technology
can find coding errors, unbundled treatments, unusual and inconsistent treatment
patterns and inappropriate diagnoses. After review, the vendor returns the claims
to payers or providers with corrected claim information. Payers can use these
solutions pre- or post-adjudication, but always before they pay a claim.

Fewer False Positives

For years, frequent false positives and the time and money spent investigating
them made pre-payment analysis undesirable. However, new technologies have
significantly decreased both the occurrence of false positives and the subsequent
number of manual reviews needed to respond to them. Though a comprehensive
solution might identify claims that are not fraudulent, the solution can also point
to flaws in provider policies a payer needs to address.

Highly Trained, Experienced Investigators

Knowledgeable, seasoned investigators—with backgrounds in law enforcement,
criminal justice, private investigation, claims investigation, statistics and
analytics—are often a critical part of finding and stopping true fraud. Expert
investigators review and analyze historical claims data, medical records, suspect
provider databases and high-risk identification lists while also conducting patient
and provider interviews. An outsourced SIU can help recover payments and
supplement investigation methods of an existing SIU staff, while an onsite
medical director, staff clinicians and certified coders further strengthen the
investigatory process.

Prioritized Outcomes

To help payers understand how claim aberrance affects their bottom line, analytic
software should score and rank each claim to demonstrate the measure of risk,
or aberrancy, it represents. Having a quantified risk analysis for every claim helps
payers quickly and efficiently decide how to handle it. Armed with ranked scores
bagked by explanation, payers can quickly investigate suspicious claims and avoid
tionable and perhaps unnecessary payments. Combined with claims
amounts, this becomes a powerful tool to prioritize high value items for
maximum business benefit.

Claim-Level and Provider-Level Consideration

Every healthcare payer must find the balance between claims adjudication and
provider management when assigning valuable company resources. However,
using a FWA solution that addresses both areas can significantly improve the
effectiveness of each. Sometimes, only during a thorough FWA claims review
does it become evident that a provider policy has had unintended consequences.
This discovery can give healthcare payers access to powerful tools for

provider negotiations.
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The government'’s increased focus on FWA, along with costly and unnecessary
losses, is forcing payers to address FWA management. However, for a new fraud
prevention solution to become a company priority and practice, it is critical to:

* Prepare and present a compelling business case that demonstrates urgency
and offers a solid ROI

* Position the new solution as a valuable new tool for an existing SIU, rather than
a source of more work

* Select a vendor that can help an organization meet its business goals and has
experience implementing a FWA management solution

* Choose a solution that can compare your data with national norms. Provider
practice habits differ across the country.

Executives will likely question initial investments in payment integrity programs,
especially if they are operating with lean budgets. Decision-makers must see that
the proposed solution can quickly pay for itself.

When building a case for a new payment integrity solution, include the following
components:

¢ The volume of claims processed compared to personnel needed for claims
investigations

* The ability to prioritize high-dollar claims that could significantly improve the
bottom line

* Examples of FWA from an impact analysis or proof of concept that identify
associated costs

* The growing, pervasive nature of FWA

e Annual FWA detection costs, including the cost of internal analytic resources
that produce and maintain predictive models, if they're implemented internally

¢ Potential results of using multi-payer data for better aberrance identification

* How policy changes discovered in anomaly detection can contribute to RO



To realize the full value of a payment integrity solution, payers must have an
adequate and trained staff to manage the solution. As it begins and then
continues to detect fraud, a payer can employ additional resources to work
toward achieving greater ROI. The technology a payer chooses helps determine
what it needs to make the program successful.

Payer operations groups should consider ease of use and training requirements.
IT and analytics organizations will need systems and model maintenance. Some
vendors offer programs that require a payer to build the analyses using their own
tools, which requires IT and analytic staff to build and refine core software. Other
solutions offer client-based models delivered with the system that address the
costliest FWA.

Since the introduction of a payment integrity solution affects several groups within
an organization, it is essential that executive management gain the support and
involvement of the SIU, claims, provider relations, finance, legal and
administrative departments to successfully move to a pre-payment FWA
detection model. Workflows and processes will likely change, but subsequent
benefits should become apparent. Internal departments and divisions must
embrace the shared goal of achieving effective FWA prevention.

Though payment integrity solutions must include the best and latest technology,
vendors must offer the right blend of services and personnel. For fully outsourced
payment integrity solutions, payers may need fraud analysts and investigators,
certified claim coders and a medical director or other medical personnel. Even
when fraud is detected pre-payment, there is always a need for discerning and
experienced fraud investigators and analysts, many of whom have uncovered
millions of dollars of fraudulent and abusive claims throughout the years.
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Emdeon is a leading provider of revenue and payment cycle management, and

clinical information exchange solutions, working with more than 1,200 government
and commercial healthcare payers and 340,000 healthcare providers nationwide.

FICO, serving the top global financial institutions and leading healthcare payers
with their anti-fraud services, has developed sophisticated fraud detection and

prevention capabilities. FICO and Emdeon have created a unique solution for the

payer market, leveraging Emdeon's repository of healthcare claims data and
central position in the healthcare workflow with FICO's sophisticated FWA
analytics, as well as other data and technical assets. Emdeon’s Payment Integrity
Solutions with predictive analytics powered by FICO brings a powerful solution
set to the healthcare market.

FICO's predictive analytics technology has its roots in the credit card industry,
reducing fraud by more than 50 percent for global credit card issuers. FICO's
capabilities reduced fraud losses in the U.S. credit card market by two-thirds in
a | 5-year period, saving card issuers billions of dollars.®

Emdeon Payment Integrity Solutions combines Emdeon's vast amount of payer
and provider data with FICO's predictive analytic capabilities to produce an
advanced FWA management solution that can offer healthcare payers:

* Highly tuned predictive models that can detect new FWA sources

* Prioritization of FWA results, focusing efforts on high value claims

* Afully developed case management system to help investigators fight FWA
* Aview into both claims-level and provider-level claims, to maximize results
* Fewer false positives, for greater processor productivity

* Multi-payer data, which may detect new and emerging fraud schemes

* An industry tested solution with market-proven ROI®

A comprehensive, versatile payment integrity solution can produce significant
results, as it addresses all points in the claim process. The best programs meld
rules-based software with predictive analytics, accommodating both pre-and
post-payment reviews and audits. As reliable and broad sweeping as technology
can be, any well developed FWA solution must also include experienced claims
investigators and analysts, who play a key role in identifying aberrant claims and
irregularities. Emdeon's Payment Integrity solution meets these criteria.

©) From ‘The Nilson Report, Issue #858, June 2006: “Credit Card Fraud - U.S."
© From FICO News Releases http:/mww.fico.com/en/Company/News/Pages/03-16-201 | a.aspx
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In light of unpredictable economic factors and tight budgets, health insurance
companies must continue to search for efficiencies wherever possible. The pay
and chase approach to FWA management is largely ineffective, compelling
healthcare companies to consider switching to pre-payment solutions to achieve
meaningful payment integrity.

Effective pre-payment FWA solutions draw upon multi-payer data and
sophisticated analytics. Individual payers—regardless of size—do not have the
depth of information gleaned from analyzing multiple payers’ claims data. Further,
by leveraging the power of predictive analytics to continuously identify new forms
of FWA, and by prioritizing suspicious claims for maximum financial benefit and
fewer false positives, payers can take tremendous steps toward effectively
combating FWA and minimizing lost healthcare dollars.

Ongoing revenue loss often forces payers to impose increased premiums and
coverage limitations for patients. Payers that once presumed they could not afford
to invest in fraud prevention now realize that market forces and internal financial
pressures make critical the need to identify and prevent unnecessary claims
payments. Detecting and preventing erroneous claims pre-payment is a strategic
way for payers to reduce liabilities and improve their overall financial health.

Combining Emdeon’s exceptional connectivity, depth of data and unique position
in the healthcare claims workflow with FICO's sophisticated analytics and fraud
experience creates a powerful solution. This arrangement is designed to uncover
aberrations and anomalies like no other solution available, helping healthcare
payers reduce FWA and improve their overall financial health.

'6606) for a complimentary review.




Emdeon is a leading provider of revenue and payment cycle management and clinical
information exchange solutions, connecting payers, providers and patients in the U.S.
healthcare system. To learn more, visit our website at www.emdeon.com.

FICO is a trademark of Fair Isaac Corporation. Other product and company names herein
may be trademarks of their respective owners.
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