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Presenter
Presentation Notes
Chairman Olson, Members of the committee, for the recorded my name is Warren Dupuis, I am the Chief of Staff for the State Information Technology Services Division and the Statewide Interoperability Coordinator.
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Purpose 
• Provide an overview of the Montana Public 

Safety Communications System to Include: 
– Interoperability History  
– Executive Order 13-2011  
– Current Program Overview  
– Future of the Program 
– Anticipated Legislative Involvement 

Presenter
Presentation Notes
I have been asked to speak to you today about the State Public Safety Communication System, previously referred to as Interoperability Montana.  My presentation will cover the following areas: Interoperability History; Executive Order 13-2011; Current Program Overview; Future of the Program; and Anticipated Legislative Involvement



-------------------------------------------State Information Technology Services Division------------------------------------- 

Interoperability History 

Presenter
Presentation Notes
Interoperability HistoryWhen local, state, tribal, and federal agencies need to work together—whether to put out a fire, find a lost child, protect the border, or ensure the public stays safe—they must communicate. This is easy enough if they’re face to face, but not so easy if they are each using radio systems in different parts of the radio frequency spectrum (think AM versus FM radio), or using systems which operate differently (think of having an analog TV that won’t display digital programming). These are what we term “disparate” systems. The most common form of public safety radio communications uses Land Mobile Radio (LMR) systems.The ability to find a solution, or set of solutions, to allow disparate Land Mobil Radio Systems to work together—or combine these systems so communication can take place or interoperate—is called “interoperability.” Interoperability is defined as “the ability to share information via voice and data signals on demand, in real time, when needed and as authorized.”Montana has failed twice to establish and support a statewide Land Mobil Radio communications system that provides radio interoperability to local, state, tribal and federal first responders. The State of Montana Mutual Aid and Common Frequency Plan, established in 1990, works well for localized incidents, but falls short of the type of interoperable communications needed for large-scale incidents and disasters. A second attempt at defining and developing a Montana-wide LMR communication system occurred in the mid-to late-1990’s. Two studies were completed that identified state and local resources, reviewed needs and developed draft proposals for building a connected, Montana-wide system. However, due to a lack of consensus on project scope and governance, the funding bill failed to pass the legislature.  After the attacks of September 11th and Hurricane Katrina, the federal government began distributing Department of Homeland Security (DHS) grant funding to local governments and states for preparedness and response activities. Montana’s efforts to improve statewide interoperability started with independent, locally-driven, regional projects. 
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Presenter
Presentation Notes
In 2004 and 2005 eight regional consortia were formed through Inter-local Agreements (ILA). The momentum was supported by the 2005 State Homeland Security Strategic Plan, which called for the establishment of a Montana-wide public safety communications system.  In 2007 three state agencies and the 9 consortia formed the Interoperability Montana (IM) ILA, managed by the IM Board of Project Directors (IMPD).  IM was granted non-profit 501(c)(4) status by the IRS in 2010.  This legal entity was responsible for receiving and managing Federal Grants on behalf of the local jurisdictions.  The Executive Director for Interoperability Montana functioned as the Statewide Interoperability Coordinator (SWIC) and was responsible for insuring that projects that comprise the program, and were funded by grants, complied with the State Communications Interoperability Plan and Federal Grant Guidance.Interoperability Montana dissolved in June of 2011 due to a lack of funding need to manage and administer the grants. The last meeting of the Interoperability Montana Board of Project Directors was held that same month. An Executive Leadership Team was established to manage the need to transition sub-grantee responsibilities from Interoperability Montana back to the Local Jurisdictions. 
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Executive Order 13-2011 
Establishing a statewide interoperability Governing 
Board to direct the operation of the statewide public 

safety radio system formally operated by 
Interoperability Montana 

Presenter
Presentation Notes
Executive Order 13-2011 On September 30th of 2011, Governor Schweitzer singed Executive Order number 13-2011, establishing a Statewide Interoperability Governing Board to direct the operation of the statewide public safety radio system formally operated by Interoperability Montana.The purpose of the Statewide Interoperability Governance Board is to ensure the future of interoperable communications in Montana as described in Montana’s Homeland Security Strategic Plan and the State Communication Interoperability Plan.To that end, the board has been charged to: Continue to manage the orderly transition of Interoperability Montana’s assets, resources and grant dollars to local jurisdictions as required by the Department of Homeland Security; and engage all public safety stakeholders in the development of a long –term, viable plan of the continued development of ongoing operation and maintenance of the public safety radio system in Montana.  The Board is attached to the Department of Administration for administrative purposes.On November 2nd of 2011, I was appointed as the Statewide Interoperability Coordinator with the responsibility: to oversee the daily operation of the state’s interoperability efforts under the guidance of the Board to include grants coordination, outreach and policy development; to coordinate interoperability and communications projects; to maintain governance structures; to assemble work groups to develop and implement key initiatives; and to implement the State Communication Interoperability Plan.On November 8th of 2011 the members of the Board held a workshop facilitated by members of the Department of Homeland Security, Office of Emergency Communications, Interoperable Communication Technical Assistance team.  The purpose of the workshop was to develop the by-laws and charter for the Board.
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http://itsd.mt.gov/policy/councils/sigb/default.mcpx 

Presenter
Presentation Notes
The board held its first meeting on November 22nd of 2011 and approved the by-laws and charter and has since held monthly meetings.  There is a web site located on the State Information Technology Services Division policies and councils web page that contains additional information.   http://itsd.mt.gov/policy/councils/sigb/default.mcpx

http://itsd.mt.gov/policy/councils/sigb/default.mcpx
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SIGB Technical Working Group 

•Advise the SIGB on operational policies and 
standardized operating procedures 
 
•Development of state-wide standards that are 
consistent with the Montana SCIP; National 
Emergency Communications Plan; National 
Broadband Plan and other pertinent State and 
Federal documents. 

Presenter
Presentation Notes
The State Information Technology Board has established two workgroups, the Technical Working Group and the Legislative Working GroupAlong with other duties the Technical Working Group’s responsibilities include:Advise the SIGB on operational policies and standardized operating proceduresDevelopment of state-wide standards that are consistent with the Montana SCIP; National Emergency Communications Plan; National Broadband Plan and other pertinent State and Federal documents.Among the local jurisdictions represented on the Technical Working Group are the following counties: Lewis & Clark; Richland; Gallatin; Flathead; Hill; and Fallon.
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SIGB Legislative Working Group 
Using the “Whole Community Approach” the working group 
is made up of representative from the same organizations 
participating on the 9-1-1 Advisory Council plus state public 
safety 
 

• A disaster & emergency services representative 
• A public safety communications official representative 
• A chief of police representative 
• A county government representative 
• An emergency medical services representative 
• A city and municipal government representative 
• A sheriff’s and peace officers representative 
• A state fire chiefs representative 
• A state volunteer fire fighters representative 
• Statewide Interoperability Coordinator   

Presenter
Presentation Notes
On January 10th of 2012, the Statewide Interoperability Governance Board established a Legislative WorkgroupUsing the “Whole Community Approach” the workgroup is made up of representative from the same organizations participating on the 9-1-1 Advisory Council plus state public safety organizations and a representative from the local TELCOS’s.  The workgroup is chaired by Beaverhead County Commissioner Mike McGinley.
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Purpose of Legislative Working Group 
The Legislative Working Group’s Charter is to 
draft Legislation for the Board to: 

• Codify the Role, Responsibility, and Authority of 
the SIGB 

• To secure funding for the long-term operation and 
maintenance of the system 

• To secure funding for planning and match 
requirements to build out the system 

Presenter
Presentation Notes
The current Board, established by executive order which expires in September of 2013 unless otherwise ordered by subsequent Executive Order or legislative direction, was intended to be a vehicle to facilitate the transition of the governance structure from the Interoperability Montana Project Directors to a permanent Governance Board as outlined in the Homeland Security Guide for Establishing Governance to Achieve Statewide Communications Interoperability. The working group’s charter is reflected on the slide.  I would expect that there may be future legislative involvement in one or all of these areas, or perhaps others, depending on the final document produced by the group.This action is being undertaken in order to fulfill in part the requirement outlined in Executive Order 13-2011 that the State Interoperability Governance Board will “engage all public safety stakeholders in the development of a long-term, viable plan for the continued development and ongoing operation and maintenance of the public safety radio system in Montana”.
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Expected Local Government 
Investment and Involvement 

Presenter
Presentation Notes
As it is with politics, all first response is local.  This is perhaps one of the main reasons why Federal Grant Programs are target to the local government rather than the state. Local governments, as with state agencies, currently have the responsibility to acquire, operate, and maintain their local communications system with their existing funding streams.  Those that choose to replace or update their equipment using Federal Grants, or State General Funds, are required to ensure that digital voice systems and equipment purchased with Federal grant funding is compliant with Project 25 (P25) Suite of Standards to assist in achieving interoperability.Local governments, as part of the whole community approach to response, should be involved in the development of the State Interoperability Communications Plan to ensure their priorities are included into the state-level response plans.As sub-grantees, local governments are responsible for the management of grants in accordance with the instruction contained in the grant award letter from the Montana Department of Emergency Services and the Grant Guidance published by the Federal Agency issuing the grant.As with radio equipment purchased with local funding, Local governments are also responsible for taking owner ship of the equipment purchased with Federal grants and are responsible for the maintenance and operation of the equipment using local resources or through Memorandums of Understanding established with other agencies, either state of local. 
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Current Program Overview 

Presenter
Presentation Notes
I will now provide you with an overview of the current status of the Program for the build out of the State Public Safety Communications System
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Presenter
Presentation Notes
The original scope of the program was to build out or replace the infrastructure at 140 locations, install microwave hops linking 130 of those locations, and install trunking capability at 121 of those locations. This map show the current status of the microwave system with the completed microwave hops in green.The original costs estimates for the system were put at $150,000,000.00 and later revised by the Interoperability Montana Project Directors to $133,000,000.00.  Since before 2004, the program has been funded by a verity of sources including: $9,500,000 in State Appropriations; $32,031,851 in Homeland Security and FEMA Interoperability Emergency Communications Grants; and 24,867,940.00 from other sources including the Department of Justice, National Guard, Bureau of Land Management and State Agencies.  Representing a total investment to date of $66,399,791.42 (Source: IMPD Monthly report for June 2011)The appropriated budget amount above does not include the following available grant funding:  2011 Border Grant of $3,781,972.00, 2010 IECGP Grant of $253,650, and the HS 2010 Grant of $2,060,000. $66,339,791.00 (Source: DES Grants Office)
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Infrastructure 

  

Microwave 

  

Trunking 

Complete In 
progress Planned Total Complete In 

progress Planned Total Complete In 
progress Planned Total 

96 4 42 142 86 6 48 140 48 6 66 121 

68% 3% 30%   61% 4% 34%   40% 5% 55%   

Progress Made to Original Plan 

Presenter
Presentation Notes
68% of the infrastructure (Buildings, Towers, Power, and Back-up Generators) is in place at 96of the planned 142 sits and work in progress and 4 additional sites. 61% of the planned microwave hops have been completed, linking 86 of the planned 140 sites.40% of the trunking capability has been installed.  
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Presenter
Presentation Notes
Current Program OverviewThe original scope of the program was to build out or replace the infrastructure at 140 locations, install microwave hops linking 130 of those locations, and install trunking capability at 121 of those locations. This map show the current status of the microwave system with the completed microwave hops in green.The original costs estimates for the system were put at $150,000,000.00 and later revised by the Interoperability Montana Project Directors to $133,000,000.00.  Since before 2004, the program has been funded by a verity of sources including: $9,500,000 in State Appropriations; $32,031,851 in Homeland Security and FEMA Interoperability Emergency Communications Grants; and 24,867,940.00 from other sources including the Department of Justice, National Guard, Bureau of Land Management and State Agencies.  Representing a total investment to date of $66,399,791.42 
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North East Microwave & Trunking 

2nd Zone Controller 

Presenter
Presentation Notes
We have put three contracts in place with Motorola.  The First is, between Motorola and DES,  is to complete the trunking at the sites indicated on this map and an additional site at Highwood Baldy.  This work is being funded out of HSGP-09. The Contract Price in U.S. dollars is $981,285.45 with work expected to be completed by the end of July.The Second is, between Motorola and SITSD, is to install the 2nd Zone Controller in Richland County.  The work is being funded out of State Appropriations. The Contract Price in U.S. dollars is $902,616.45 with the work expected to be completed in the Fall of 2012.Richland county is the project manager on both of these projects
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South West Trunking 

Presenter
Presentation Notes
The third is a contract between Motorola and SITSD to install trunking at Butte 911 and Graycliff.  This is being funded out of a COPS grant  with The Contract Price in U.S. dollars is $416,423.30.  The work is expected to be completed before October 0f 2012.  Silverbow county is the project manager for the Butt 911 site and SITSD/PSSB is the project manager for the Graycliff site Met with Sheriff Walsh and Fire Chief Miller on April 27th.   The extension of the Butte 911 tower will cost $6,975.00 .  Significantly less than was expected, the budgetary quote ($387,038) from Motorola for the console work at Butte – 911 which we proposed to fund from REVERTED Grants.
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Installed Trunked Radio System 

Presenter
Presentation Notes
This is an example of an installed trunked radio system showing the frequency combiners, the four control boxes (computers) and back up battery power with room leftover for other purposes, such as broadband expansion.
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South Central Microwave 

Presenter
Presentation Notes
Funding is in place and committed to complete the infrastructure at the NE Billings site, $282,044.00 from HSGP-10, as well as $143,061.00 from HSGP-10 for the Microwave Hop from Coburn to NE Billings, $198,699 for the Microwave Hop from NE Billings to Pompey’s Pillar.  These grants are going to Yellowstone county who will be responsible for project management.  The work is expected to be completed by June of 2013.Additional HSGP-10 funds have been committed to complete the Microwave Hop from Pompey's Pillar to Hysham for $172,729.00, from Hysham to N. Forsyth for $167.271.00, and from N. Forsyth to Hathaway for $154,259.   Richland County will be responsible for the project management and the work is expected to be completed by June of 2013. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

Hysham Site 

Presenter
Presentation Notes
DOJ/Highway patrol is moving forward to acquire Hysham.  $264,044  of state appropriations has been set aside to upgrade the site 
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Border Interoperability Demonstration 
Grant 

Presenter
Presentation Notes
$3.8 M BIDP GrantThere are no issues with the Marion Fire SiteWe are Moving forward with the Centennial site,  The resolution from the Chippewa Cree Tribe of the Rocky Boy’s Reservation and an Interim agreement (MOU) to allow access to the property is currently with the DOJ attorney and is pending state signature.Triangle Communications Public Private Partnership with the Rocky Boy’s tribe and Sherriff Eustis of Bain County.  $410.00.00 of HSGP-11 funds have been committed to fund the infrastructure that the BIDP grant will use to connect the microwave and trunking to.   The fall back to the BLM site.Looking at funding a 7 year lease for the Circuit to Opheim from Nemont for $597.46@ month, $7169.52@Year, $50,186.64 for 7 Years.  It is proposed that this  be funded out of Reverted grant funds since recent guidance form Secretary Napolitano indicated that we can now purchase leases that extend beyond the performance period of the grant.
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BLM Site at Centennial 
Rocky Boys Reservation 

Presenter
Presentation Notes
This is a photograph of the BLM site on the Rocky Boys Reservation.  The Triangle communications tower would be in this same general location
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Trunked Coverage 

Presenter
Presentation Notes
This indicates the location of the current projects to expand the Land Mobil Radio trunked coverage on the Public Safety Communications System.The shaded are represents the area that was covered by trunked radio at the beginning of the year.
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Trunked Covered 
Metrics 

     

  
Trunked 

Coverage 
Montana 

Total 
Roads (miles)                43.8% 5703 13,014 
Population (towns)      34.2% 334,077 974,989 
Population (county)     61% 595,106 989,415 
SQ Miles                          46% 67,730 147,042 

Number of Operational Trunked Sites = 48 
Outbound Mobile Coverage for each site as provided by Motorola. 
Roads include Interstate, US, MT, Secondary only. 
Population as of 2010 Source U.S. Census Bureau  

Presenter
Presentation Notes
Unlike traditional Information Technology projects, the Montana Public Safety Communication System has realized an earned value from the dollars invested, not unlike building an interstate highway system, or a cell phone system, where you are able to use what you have completed even if there are areas that have not been finished.Today there is trunked radio coverage: on 43% of Interstate and Montana Secondary Roads; 34% (334,077) of the population in towns; and 61% (595,106) of the population in counties.  46%, or 67,730 square mile of the state is covered.
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Trunked Radio Coverage 

Presenter
Presentation Notes
And this is what that coverage looks will look like by the end of the year when the work currently under way will be completed. 
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Montana Public Safety 
Communications Status Web 
Site 
• Microwave Status: 

//apps.arcgis.com/hosted/Legend/chrome/index.html?appid=6d519394
93d4490dbec4f63130967988&webmap=999952cfa867450f9b61a692a
b4de9af 

• Trunked Status: 
//apps.arcgis.com/hosted/Legend/chrome/index.html?appid=d0a58814
a2af4bc7bf08b95d6fdb17d2&webmap=53b6a74bc23f4221a25ee055fb
6f9829 

Presenter
Presentation Notes
You can track the status of the system build out on there interactive web pages.

http://apps.arcgis.com/hosted/Legend/chrome/index.html?appid=6d51939493d4490dbec4f63130967988&webmap=999952cfa867450f9b61a692ab4de9af
http://apps.arcgis.com/hosted/Legend/chrome/index.html?appid=6d51939493d4490dbec4f63130967988&webmap=999952cfa867450f9b61a692ab4de9af
http://apps.arcgis.com/hosted/Legend/chrome/index.html?appid=6d51939493d4490dbec4f63130967988&webmap=999952cfa867450f9b61a692ab4de9af
http://apps.arcgis.com/hosted/Legend/chrome/index.html?appid=d0a58814a2af4bc7bf08b95d6fdb17d2&webmap=53b6a74bc23f4221a25ee055fb6f9829
http://apps.arcgis.com/hosted/Legend/chrome/index.html?appid=d0a58814a2af4bc7bf08b95d6fdb17d2&webmap=53b6a74bc23f4221a25ee055fb6f9829
http://apps.arcgis.com/hosted/Legend/chrome/index.html?appid=d0a58814a2af4bc7bf08b95d6fdb17d2&webmap=53b6a74bc23f4221a25ee055fb6f9829
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Future of the Program 

Presenter
Presentation Notes
From a governance stand point, the program will transition to a “Whole Community “approach.  That involves reaching out to first responders on conducting comprehensive and inclusive planning.  Emergency communications leaders will be strongly encouraged to work with the Statewide Interoperability Coordinators office to incorporate their emergency communications priorities into the State Communications Interoperability Plan, and in determining the composition of the Statewide Interoperability Governance Board which will work with the State Administrative Agent (SAA) in prioritizing grant requests involving interoperable communications. �Funding continues to be the critical requirement,  Our priorities for the existing funding is to complete the Microwave Backbone, Finish Existing Sites (to include trunking), and build out to new sites based on population density, additional highway coverage, and local coverage requirements.
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Future of the Program 

Presenter
Presentation Notes
From a governance stand point, the program will transition to a “Whole Community “approach.  That involves reaching out to first responders on conducting comprehensive and inclusive planning.  Emergency communications leaders will be strongly encouraged to work with the Statewide Interoperability Coordinators office to incorporate their emergency communications priorities into the State Communications Interoperability Plan, and in determining the composition of the Statewide Interoperability Governance Board which will work with the State Administrative Agent (SAA) in prioritizing grant requests involving interoperable communications. �Funding continues to be the critical requirement,  Our priorities for the existing funding is to complete the Microwave Backbone, Finish Existing Sites (to include trunking), and build out to new sites based on population density, additional highway coverage, and local coverage requirements.
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FY 2012 Emergency 
Communication Priorities 
• Priority 1:  Leadership and Governance  
• Priority 2:  Statewide Planning for Emergency 

Communications 
• Priority 3:  Emergency Communications Training and 

Exercises 
• Priority 4:  Other Integral Emergency 

Communications Activities 
• Priority 5:  Standards-Based Equipment 
• Priority 6:  Investment and Migration Planning for 

Next Generation Technologies 

Presenter
Presentation Notes
In FY 2012, state and local stakeholders are encouraged to actively seek funding for emergency communication improvements, and to target grant funding toward the following priorities:Priority 1:  Leadership and Governance Priority 2:  Statewide Planning for Emergency CommunicationsPriority 3:  Emergency Communications Training and ExercisesPriority 4:  Other Integral Emergency Communications ActivitiesPriority 5:  Standards-Based EquipmentPriority 6:  Investment and Migration Planning for Next Generation Technologies (Read Broadband Public Safety Communications)Investments in these areas not only help to improve emergency response, but also align to Federal funding initiatives that can support emergency communications.What is the deffinition of Broadband?
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What is Broadband? 

Broadband or high-speed Internet 
allows users to access 

information and public safety 
applications at significantly higher 

speeds than “dial-up” Internet 
access services. 

 
As of 2010, the Federal 

Communications 
Commission (FCC), defines 
"Basic Broadband" as data 
transmission speeds of at 

least 4 Megabits per second 
(Mbps), downstream and 1 

Mbps upstream  

Broadband access is accomplished 
through exchanges of data over 

physical systems that are capable of 
high speed and high capacity. 

 
Broadband technology encompasses: 

– Digital Subscriber Line (DSL) 
– Cable Modem 
– Fiber-Optic Cable (Fiber) 
– Wireless 
– Satellite 
– Broadband over Powerline 

(BPL) 

Presenter
Presentation Notes
Purpose of Activity: Provide a background of the concept, current status, and future of broadband. Activities/Notes:No single definition of Broadband exists.Facilitator presents introduction to broadbandMake the distinction that expected broadband speeds and FCC requirements 
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 Public Safety Radio Systems – Current State 
Land Mobile Radio (LMR) Systems 

 Major Public Safety investment 
 Mission Critical Voice 
 55,000 Public Safety Agencies 
 Operating Across 6 Radio Bands 
 Provides data capabilities 

Public Safety Owned Data Systems 
 Legacy technologies, some remain on analog wireless data systems 
 Capacity, Speed, and Coverage less than current broadband offerings 
 Use a mixture of technologies - RDLAP, Mesh, Point-to-point, point-to-multi-

point, Muni-WiFi 
Commercial Broadband 

 Consumer grade of service 
 No priority for Public Safety 

 Services may be inaccessible during significant events 
 Available only where there is a significant customer base 

 

Presenter
Presentation Notes
Activities/Notes:Sets the current landscape….problem statementCost to maintain and build a privately owned system versus using a data card from Commercial Providers (i.e. AT&T, Verizon, Sprint, T-Mobile)Public Safety owned systems in many cases have given way to commercial offerings or are enhanced by commercial services.High Speed Data technologies incorporated with Trunked Radio offerings still do not offer the speed and capacity of the envisioned PSBN.Agencies continue to use a mixture of technologies such a legacy mobile data coupled with WiFi hot spots due to bandwidth limitations.Some agencies have built wireless data systems using a variety of proprietary technologies to achieve wireless accessData interoperability is less consistent and less available that voice. 
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Public Safety Communications Evolution 

This conceptual 
framework 
outlines building 
wireless 
broadband data 
communications 
while maintaining 
LMR networks to 
support mission 
critical voice 
communications 

Presenter
Presentation Notes
Activities/Notes:Public Safety envisions the evolution of critical communications as it transitions from today’s technology to the desired long term state of convergenceIn the current state of communications, LMR networks, commercial broadband networks, and a nationwide public safety wireless broadband network are evolving in parallel. As communications evolve, public safety will continue to use the reliable mission critical voice communications offered by traditional LMR systems; at the same time, agencies will begin or continue to implement emerging wireless broadband services and applications. During the transition period, public safety will begin building out a dedicated public safety wireless broadband network and public safety organizations will begin to transition from the use of commercial broadband services to the public safety dedicated network.ChallengesGovernance: coordinated, centralized decision making that meets the needs of all while allowing for local provisioning (coverage, capacity) and is not cumbersome.Political Buy-In: public officials will be hard pressed to see the value in building a secondary/overlay network in addition to maintaining, not replacing, LMR for an indefinite period of time while technology tries to make voice over broadband robust for public safety’s critical missionEnforcement: The newly authorized First Responder Network Authority (FRNA), should remove many obstacles to permit national-level policies for a nationwide network, similar to LMR Determining the proper level of control at every level: Who is the owner/manager/user to ensure needs are metEvolving the network in a coordinated manner nationwide to foster convergence and maintain interoperabilityCapacity: A huge technical challenge is meeting capacity needs for the applications desiredPublic Safety will have to balance capacity needs with funding, coverage, and operational use casesCommercial Roaming: need to partner with carriers on a national basis to develop viable roaming arrangements that are costs effective and technical sound. 	assuming they want to participate, liability issues will also need to be addressed – (recall E911 transitions)Access: need to be able to seamlessly roam to/from commercial networks and have authorized access mobility to the PS Sub-Networks network as you move. How do you overcome /work with local control to get access or have the technology/connectivity to make it seamless?
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What is Long Term Evolution (LTE)?  

 Long Term Evolution (LTE) is a commercial wireless technology that 
allows substantially higher data transmission rates 

 LTE is part of the Global System for Mobile Communications (GSM) 
evolutionary path for mobile broadband that includes  EDGE, UMTS,  
HSPA and HSPA+ 

 Benefits of LTE include: 
 Reduced latency and cost from a simplified, flat architecture from 

an all IP, packet-based network  
 Spectrum agile supporting different bands 
 Bandwidth scalability from 1.25 to 20 MHz 
 Technology uses worldwide standards  development through 

Third Generation Partnership Program (3GPP)  
 
  

Presenter
Presentation Notes
Main benefits of LTE – Public Safety has for many years relied on a technology solution that is unique to public safety.  Although it is reliable, it is very expensive and is not able to take advantage of the many advances in commercial technology.  With LTE, public safety will be able to take advantage of the latest technology, and enjoy the benefits of purchasing infrastructure equipment manufactured on a global scale. LTE has the ability to operate in a number of different frequency bands (so operators will be able to deploy it at lower frequencies with better propagation characteristics) but it also features scalable bandwidth. LTE systems can be scaled from 1.25 to 20 MHz. This means networks can be launched with a small amount of spectrum, alongside existing services, and adding more spectrum as users switch over. It allows operators to tailor their network deployment strategies to fit their available spectrum resources and not have to make their spectrum fit a particular technology.Current Public Safety BB License uses 10 MHz of spectrum in the 700 MHz band.  The “D” Block addition increases this to 20 MHz which is the optimum bandwidth for LTE operations and high bandwidth applications. From 4G Americas – 6/22/2012 – 91 networks in Service, in 47 different Countries, and 335 new networks planned or in development. 
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Middle Class Tax Relief and Job Creation Act of 2012 
Title VI:  Public Safety Communications and Electromagnetic 

Spectrum Auctions 

Highlights of the Enacted Legislation 

Presenter
Presentation Notes
The following slides represent our current understanding of the enacted legislation and the evolving Nationwide Public Safety Broadband Network landscape. Stakeholders are actively identifying questions regarding roles and responsibilities, technical, policy and process issues, and seeking clarity on the legislations intent.  OEC is partnering with those responsible for executing this legislation, including the Department of Commerce and NTIA, to obtain answers to these questions when they become available.  
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On February 22, 2012, the President signed the Middle Class Tax 
Relief and Job Creation Act of 2012 

 Spectrum Provisions 
 Reallocates the 700 MHz D Block spectrum to public safety  
 The Federal Communications Commission (FCC) is authorized to reallocate and 

auction the 470-512 MHz (T-Band) spectrum currently used by public safety 
entities within 9 years of enactment.  Auction revenue will be used to reimburse 
relocation from the T-Band 

 Funding Provisions 
 Authorizes the FCC to conduct incentive auctions to raise $7 billion for building 

and managing the Nationwide Public Safety Broadband Network (NPSBN) 
 Authorizes NTIA to provide $135 million to supports State and local efforts to 

plan and integrate with the NPSBN 
 Sets aside $20.4 billion in incentive auction revenue for deficit reduction 

 

 
   35 

Overview: Spectrum and Funding 

Presenter
Presentation Notes
The bipartisan legislation was passed by Congress on February 17 and the President signed it 5 days later.One of the biggest wins for public safety was the reallocation of the D block, which will provide public safety an additional 10MHz of broadband spectrum adjacent to the current 10MHz licensed to public safety. The additional spectrum will help public safety when using applications like video streaming. The legislation also requires public safety agencies using T-band spectrum to vacate that spectrum by the year 2021.  This spectrum is licensed to several large metropolitan areas.  Funding will be available to assist in their relocation. Note for presenter – depending on where you are presenting, you may want to eliminate this bullet from the slideThe legislation provides $7 billion to go to the Public Safety Broadband Trust, which will be administered by FirstNet. Until the spectrum auctions are held, NTIA will be able to borrow $2 billion for FirstNet’s network planning an deployment. The legislation also creates a State and Local Implementation Grant Fund.  The Fund provides $135 million to NTIA and FirstNet to support State and local planning efforts for integration into the NPSBN.  There is a 20% match for these grant funds. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

 Access to the NPSBN is provided for:  
 Emergency response providers, including Federal, State, and local 

governmental and non-governmental emergency public safety, fire, law 
enforcement, emergency response, emergency medical (including 
hospital emergency facilities), and related personnel, agencies, and 
authorities 

 Secondary users including non-public safety entities (e.g., utilities, 
critical infrastructure providers) 

 The NPSBN is precluded from providing commercial services directly to 
consumers 

 Nationwide Governance 
 The First Responders Network Authority (FirstNet) is established for 

planning, construction, and operation of the NPSBN  
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Overview: Access and Governance 

Presenter
Presentation Notes
Access to the network is broadly defined to include Federal, State, local, and tribal public safety and government officials, and also secondary users.This is important because it will allow for interoperable communications among multiple disciplines and levels of government, but allowing “secondary” public safety on the network will also generate revenue for ongoing operations of the network. The legislation also creates a nationwide governance structure to oversee the network and ensure interoperability is built in from the start. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

 Responsible for developing minimum technical requirements for the NPSBN to ensure 
nationwide interoperability 
 Requirements were based on Long Term Evolution (LTE) standards, and consultation with 

OEC, NTIA, and the National Institute of Standards and Technology (NIST) 
 The FCC announced members on March 22, 2012 

 14 voting members and 1 non-voting member: 
 Four represented public safety 
 Three represented state and local governments  
 Four represented wireless providers (two national, one regional, and one rural) 
 Three represented equipment manufacturers 

 Submitted 46 recommendations and 55 major considerations in the following areas to 
the FCC on May 22, 2012, for FirstNet consideration for future network planning  
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Technical Advisory Board for First Responder Interoperability 

 3GPP LTE Standards, Interfaces & 
Guidelines 

 User Equipment & Device 
Management 

 Testing 
 
 

 
 Evolution 
 Handover & Mobility 
 Grade of Service 
 Prioritization & Quality of Service 
 Security 

 

Presenter
Presentation Notes
The Interoperability Board is a short-term entity created to develop minimum technical requirements for the NPSBN based on Long Term Evolution (LTE) standards to ensure nationwide interoperability. The FCC, in consultation with OEC, NTIA, and the National Institute of Standards and Technology (NIST), will establish the Board. The Board consists of 14 voting members appointed by the FCC and one non-voting member appointed by NTIA (see below)Board Membership UpdatesThe FCC requested nominations for Interoperability Board members that were due on March 7.  The FCC announced the Interoperability Board members on March 22. The Board’s minimum technical requirements were submitted to the FCC no later than May 22, 2012.  The FCC had 30 days to review, approve, and finalize technical requirements before transmitting them to FirstNet on June 21, 2012.The Interoperability Board was terminated by July 6, 2012, after the technical requirements are submitted. Members: Steve Proctor, executive director, Utah Communications Agency Network (UCAN) Col. Kenneth C. Hughes Jr., regional communications coordinator, New Orleans Urban Area Security Initiative (UASI) Brian Shepherd, deputy director, Adams County (Colo.) Communications Center Todd Bianchi, firefighter paramedic, Washington D.C. Fire and EMS Department Jim Kohler, deputy director, enterprise technology services, Alaska Department of Administration Bill Price, director of broadband programs, Department of Management Services of the State of FloridaCharles L. K. Robinson, director, business support services, city of Charlotte, N.C. Bob Azzi, senior vice president, network, Sprint Nextel Diane C. Wesche, director, government network and technology, Verizon Wireless Ed Chao, senior vice president, corporate engineering and network operations, MetroPCS Communications Ron Strecker, CEO, Panhandle Telephone Cooperative and Panhandle Telecommunications Systems Kenneth C. Budka, senior director, advanced mission-critical communications, Bell Labs Chief Technology Office, Alcatel-Lucent Dennis Martinez, chief technology officer (CTO), RF Communications Division, HarrisPaul Steinberg, senior vice president and CTO, Motorola Solutions Dereck Orr, of the National Institute of Standards Technology (NIST) (appointed by NTIA as the Interoperability Board’s 15th, non-voting member)



-------------------------------------------State Information Technology Services Division------------------------------------- 

 The scope of the minimum requirements was technical interoperability,  

 Defined as “the ability of two or more systems or components, from the same or 
different manufacturers or service providers, to successfully exchange data and use 
information based on underlying interface standards.”  

 Excluded governance, operational policy and procedural practices required for 
interoperability 

 Did not assume any particular network architecture 

 Used the Third Generation Partnership Project (3GPP) LTE Release 9  as the baseline 
reference point 

 The FCC released a Public Notice seeking comment on the recommendations by 
May 31, 2012.  They finalized recommendations and transmitted them to NTIA 
on June 21, 2012 for FirstNet’s review and use upon stand-up 

 The Interoperability Board was terminated on July 6, 2012 

 Link to Recommendations:  http://www.fcc.gov/document/recommendations-
interoperability-board 

FCC’s Technical Advisory Board Recommendations 

Presenter
Presentation Notes
Note to presenter, ensure your audience understands the difference between the Interoperability Board and FirstNet. The Board’s minimum technical requirements were submitted to the FCC on May 22, 2012.  The FCC had 30 days to review, approve, and finalize technical requirements and transmitted them to FirstNet on June 21, 2012. The Technical Advisory Board’s scope of responsibilities ONLY dealt with the interoperability aspects of the envisioned network and its ability to interoperate within the confines of itself and with components that comprise the NPSBN – Sub-network to sub-network interoperability.  The Technical Advisory Board did not undertake assessment or provide guidance for interoperability to external networks such as commercial LTE etc. 

http://www.fcc.gov/document/recommendations-interoperability-board
http://www.fcc.gov/document/recommendations-interoperability-board


-------------------------------------------State Information Technology Services Division------------------------------------- 

 

First Responder Network Authority (FirstNet) 

Overview 

 New independent authority within the Department of Commerce - 
NTIA 

 Required to have a standing public safety advisory committee 
 Actual licensee for 700 MHz broadband spectrum 
 Responsible for constructing and operating the network 
 Initial funding of $2B / Total $7B 

Board Members 

15 Total Members: 
 DHS Secretary  
 Attorney General 
 OMB Director 
 12 Members (with public safety, technical, or financial expertise) 

including at least: 
• 3 Public Safety Professionals 
• 3 State/Local/Tribal Representatives 

Nationwide Governance 

Presenter
Presentation Notes
Review the responsibilities and make-up of FirstNet. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

 Planning, constructing, operating, and managing the NPSBN 
 Building the network based on open, commercial standards for use and access 
 Issuing and managing contracts with non-Federal entities to build and operate the 

network 
 Establishing network policies 
 Issuing requests for proposals for network build-out 
 Encouraging the use of existing wireless infrastructure (commercial and/or public safety) 
 Act requires FirstNet to establish milestones for rural build-out & coverage  
 Instructed to utilize “advantages offered through partnerships with existing commercial 

providers” 
 Consultation: On all matters below, FirstNet will consult with Federal, State, tribal, and 

local public safety entities, NIST, FCC and the public safety advisory committee 

Responsibilities of FirstNet 

 Management 
 Standards 
 Certified Equipment List 
 RFPs 
 Commercial Infrastructure 

 
 
 

 Contracts 
 Cyber-Security 
 PSAPs 
 Rural Deployment 
 Prohibition on Consumer Service 

 
 
 

Presenter
Presentation Notes
The responsibilities listed on this slide are assigned to FirstNet in the legislation.One of the priorities of the Administration was to ensure a nationwide governance structure to oversee the network.  FirstNet will be representative of all stakeholders, but will also work in consultation with State and local entities to ensure their input is gathered.Consultation: On all matters below, FirstNet with consult with Federal, State, tribal, and local public safety entities, NIST, FCC and the public safety advisory committeeManagement: Select a program manager, consultants and other ad hoc and standing committees to oversee the network Standards: Ensure nationwide standards for use and access of the network as well as representing public safety on international standards bodiesCertified Equipment List: Ensure the development of a list of certified devices and componentsRFPs: Issue requests for proposals to private sector entities for the purposes of building, operating, and maintaining the networkCommercial Infrastructure: Leverage existing commercial wireless infrastructure to speed deployment of the networkContracts: Manage and oversee the implementation and execution of contracts or agreements with non-Federal entities to build, operate, and maintain the networkCyber-Security: Ensure the safety, security, and resiliency of the network, including requirements for protecting and monitoring the network to protect against cyberattackPSAPs: Promote integration of the network with public safety answering points or their equivalentRural: Implement deployment phases with substantial rural coverage milestones as part of each phase of the construction and deploymentProhibition on Consumer Service: FirstNet cannot offer, provide, or market commercial telecommunications or information services directly to consumers



-------------------------------------------State Information Technology Services Division------------------------------------- 

 The Act establishes the Public Safety Trust Fund to support NPSBN efforts 
 As auctions revenues are deposited in the Fund, they are allocated in priority 

order 
 
 

Fund Distribution Description 

1) State and Local 
Implementation Fund (NTIA) $135M 

Supports State and local efforts to plan and integrate with the NPSBN.  
Includes an 80% Federal share.  [NTIA may borrow the entire amount 
upfront] 

2) Network Construction Fund 
(FirstNet) $7B Supports the design, construction, operation, maintenance, and upgrade 

of the NPSBN  [NTIA may borrow up to $2B upfront] 

3) Research and Development 
(R&D) (NIST) $100M Supports standards, technologies, and applications R&D to advance 

public safety communications  

4) Deficit Reduction     
(Treasury) $20.4B Supports deficit reduction 

5) Grants for 9-1-1/E9-1-1/ 
NG9-1-1 Service 
(NTIA/NHTSA) 

$115M* Supports the deployment and operation of 9-1-1/NG9-1-1 services 

6) Additional R&D (NIST) $200M* Additional support for standards, technologies, and applications R&D to 
advance public safety communications  

*Funding only available if certain deficit reduction thresholds are met 

NPSBN Funding 

Presenter
Presentation Notes
First, State and local implementation funding will provide the states with the resources necessary to conduct planning that will be used to ensure the nationwide rollout of the network takes into account state and local needs.The $7 billion will go into a Public Safety Trust Fund which will be managed by FirstNet  (Estimates have surfaced that it may be 2017 before this funding is fully available) There is also funding for research and development.  Funding for public safety research and development is particularly crucial to realize the potential of this new technology to enhance the effectiveness of emergency response, as well as to make public safety communications as spectrum efficient as possible. Depending on the amount of funding earned through the spectrum auctions, there will be additional funding for R&D, plus funding for a grant program for 9-1-1. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

 All Coordination with State and local entities will be 
with the single officer or governmental body 

 

 Consultation: FirstNet is required to consult with 
State/locals on issues such as: 
 Construction of an Evolved Packet Core and Radio Access 

Network 
 Placement of towers / coverage areas of the network 
 Adequacy of hardening, security, reliability, and resiliency 
 Assignment of priority users 
 Training needs 
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State and Local Coordination 

Presenter
Presentation Notes
Coordination with State and locals is also addressed in the legislation.State and local stakeholders will play a key role in providing input to FirstNet.All coordination will go through a single person or governmental body.  This person or body will need to be named as a part of the State and Local Implementation Grant Program.SWICs and State governing bodies should gain familiarity with this part of the legislation.SWICs should discuss their role with the SAA and be a part of the discussion within the State on who will be the single point of contact. Talk about the uniqueness of Montana With PSSB and CIO



-------------------------------------------State Information Technology Services Division------------------------------------- 

 Planning: State, regional, tribal, and local jurisdictions will identify, 
plan, and implement the most efficient and effective way for such 
jurisdictions to utilize and integrate the infrastructure, equipment, 
and other architecture associated with the nationwide public safety 
broadband network 
 

 Funding: State and local implementation Grant Program provides 
$135M to support planning and implementation efforts 
 NTIA, with FirstNet, must develop guidance within 6 months (August) 
 Requires 80/20% match unless waived by NTIA 
 Grant Program requires States to have designated a single officer or 

governmental body to serve as the coordinator of implementation of grant funds 
and interface with FirstNet 

 

State and Local Planning 

Presenter
Presentation Notes
One of the lessons learned from LMR is that planning is an essential part of ensuing interoperability.State, local, and tribal areas must plan for broadband deployment.OEC is currently working with States to develop initial broadband plans and incorporate these planning efforts into the existing Statewide Plan. The legislation creates a grant program to ensure planning for the network.



-------------------------------------------State Information Technology Services Division------------------------------------- 

February 2012  President Signs Legislation 
March 2012 FCC Appointed Interoperability Board Members 
May 2012 Interop Board Sent Technical Recommendations to FCC 
June 2012 FCC Approved Technical Recommendations 
August 2012 FirstNet Governance Board Members Appointed 
TBD FirstNet Issues RFP for NPSBN construction and 

operation  
• FirstNet will inform Governors of State Plan for Build 

out and Funding Levels 
90 Days After 
Completion of RFP 

States inform FirstNet whether they will participate in 
NPSBN deployment or build  their own  RAN 

180 Days After 
Opting-Out 

States develop and complete RFPs for constructing, 
maintaining, and operating the State RAN  

Established Timelines 

Presenter
Presentation Notes
Note the TBD on the timeline for FirstNet issuing the nationwide RFP.  There is no time requirement in the legislation for FirstNet to issue and complete the RFP and it will likely take some time for this to be completed.Until the RFP is complete, States do not need to make any decisions or take actions on State Opt Out. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

FirstNet is expected to be self sustaining through 
the following funding mechanisms: 

 Network User Fee: Fee from each entity including public safety 
or secondary user that uses the Network 

 Lease Fee for Network Capacity: Fee for agreement between 
the FirstNet and secondary user to permit secondary access  

 Lease Fee for Network Equipment/Infrastructure: Fee for 
entity that seeks access or use of antennas, towers, etc. 
constructed or owned by FirstNet 

On-Going Funding  

Presenter
Presentation Notes
One of the reasons for allowing secondary users from accessing the NPSBN is for economic advantages.Instead of secondary users, like utility companies, paying money to commercial vendors for use of broadband, they will pay those fees to FirstNet.  In addition, FirstNet can get revenue by leasing equipment or infrastructure.Revenue from the network MUST go towards cost of the network.  States cannot use the revenue generated for other purposes. 



-------------------------------------------State Information Technology Services Division------------------------------------- 

Broadband Challenges 
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 “Broadband will eliminate the need for land mobile radio communications…” 
 Despite recent advancements, VoLTE and other standardized solutions do not yet 

meet public safety needs for mission critical voice (i.e., “talk-around”) 
 “A nationwide broadband network will make all public safety agencies 

interoperable…” 
 Like LMR, technology is only one lane on the Interoperability Continuum 
 Agencies will still need to address interoperability at the operational level such as 

through standard applications, software, encryption, and proper governance  
 “Broadband data access will be seamless across the country…” 

 Roaming will still be limited to public safety broadband coverage areas 
 Multi-band (band class) and multi-mode (backwards compatibility) devices with prior 

agreements will be required to roam onto commercial networks 
 “Data rates will be near 100 Mbps (4G)…” 

 Data rates advertised are the peak rate under ideal conditions and for maximum 
bandwidth 

 Data rates depend on signal quality, user density, channel bandwidth and advanced 
antenna enhancements 

Presenter
Presentation Notes
Activities/Notes:The myths and realities outlined below are just a sample of those that currently exist, and those that may exist in the future concerning public safety broadband. In additional to the aforementioned above, one theme resonates clearly: Planning, design, and specifications/requirements are essential components to successful deployment of a nationwide public safety broadband network. It is essential to ask the right questions, carefully research the answers, and engage as many individuals as possible in setting up the network and ensuring the evolving requirements meet the needs of the emergency response community, both today and in the future.Data rates are not the average per device/user rates



-------------------------------------------State Information Technology Services Division------------------------------------- 

Questions? 

Presenter
Presentation Notes
The Montana Public Safety Communications System will continue to grow and adapt to leverage emerging technologies.  We will look for opportunities to use public private partnerships as a cost effective means of operating and maintain the system.
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