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Information Systems Audits
Information Systems (IS) audits conducted by the Legislative 
Audit Division are designed to assess controls in an IS 
environment. IS controls provide assurance over the accuracy, 
reliability, and integrity of the information processed. From 
the audit work, a determination is made as to whether controls 
exist and are operating as designed. We conducted this IS audit 
in accordance with generally accepted government auditing 
standards. Those standards require that we plan and perform 
the audit to obtain sufficient, appropriate evidence to provide a 
reasonable basis for our findings and conclusions based on our 
audit objectives. We believe that the evidence obtained provides 
a reasonable basis for our finding and conclusions based on our 
audit objectives.

Members of the IS audit staff hold degrees in disciplines 
appropriate to the audit process. Areas of expertise include 
business, accounting, education, computer science, mathematics, 
political science, and public administration.

IS audits are performed as stand-alone audits of IS controls or 
in conjunction with financial-compliance and/or performance 
audits conducted by the office. These audits are done under the 
oversight of the Legislative Audit Committee which is a bicameral 
and bipartisan standing committee of the Montana Legislature. 
The committee consists of six members of the Senate and six 
members of the House of Representatives.



LEGISLATIVE AUDIT DIVISION
	
Tori Hunthausen, Legislative Auditor	 Deputy Legislative Auditors
Deborah F. Butler, Legal Counsel	 Cindy Jorgenson
	 Angie Grove

Room 160 • State Capitol Building • PO Box 201705 • Helena, MT • 59620-1705
Phone (406) 444-3122 • FAX (406) 444-9784 • E-Mail lad@mt.gov

January 2012

The Legislative Audit Committee
of the Montana State Legislature:

We conducted an Information Systems audit of laptop data security at Departments 
of Justice, Labor and Industry, Public Health and Human Services, and Revenue. The 
overall purpose was to verify if existing controls ensure adequate security of sensitive 
data on laptops.

Overall, we identified laptops throughout all four agencies that are vulnerable to 
potential security breaches. We issued recommendations for agencies to improve 
security controls, including periodic monitoring of laptop security settings, improving 
user awareness of security policies and procedures, ensuring encryption of sensitive 
laptop data, and limiting the use of laptops.

We wish to express our appreciation to personnel within all four departments for their 
cooperation and assistance.

Respectfully submitted,

/s/ Tori Hunthausen

Tori Hunthausen, CPA
Legislative Auditor
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Montana Legislative Audit Division

Information Systems Audit
Improving Controls Over Security of 
Laptop Data
Department of Justice, Department of Labor and 
Industry, Department of Public Health and Human 
Services, Department of Revenue

January 2012	 11DP-12	R eport Summary

Laptops comprise almost 25 percent of all computers used in Montana state 
government. Laptops provide for added mobility, but they also present an 
increased risk to data security. Current controls do not ensure an adequate level 
of security for all data within the departments reviewed.

Context
During recent years, use of laptop computers 
within state government has steadily increased. 
The 2011 Biennial IT Report states laptops 
make up 23 percent of all computers compared 
with 14.6 percent for the previous biennium. 
Overall, the State Information Technology 
Services Division reports 3,431 laptops in 
service throughout state government, excluding 
the university system. Reasons for the rise in 
laptop use are their portability and ability to 
connect remotely to the state network. This 
provides laptop users the flexibility to travel for 
work and maintain communication with their 
offices. 

While laptops allow for added mobility 
and flexibility, they also present added data 
security risks. Because they are portable, 
laptop computers are often outside the physical 
security of state offices and at risk of loss or 
theft. This becomes critical when laptops are 
used to service and store confidential data, 
increasing the need for added physical and data 
security. Because of the heightened security 
risk, we conducted an audit to identify and 
test laptop security controls to verify security 

(continued on back)

of sensitive data. To achieve our objective, we 
developed testing protocol based on statute, 
best practices, and state policy and tested a 
sample of 100 laptops at four different agencies.

Results
Overall, we identified laptops throughout 
all four agencies that are vulnerable to 
potential security breaches. We issued 
recommendations for agencies to improve 
security controls, including periodic 
monitoring of laptop security settings, 
improving user awareness of security policies 
and procedures, ensuring encryption of 
sensitive laptop data, and limiting the use of 
laptops.
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For a complete copy of the report (11DP-12) or for further information, contact the 
Legislative Audit Division at 406-444-3122; e-mail to lad@mt.gov; or check the web site at 

http://leg.mt.gov/audit
Report Fraud, Waste, and Abuse to the Legislative Auditor’s FRAUD HOTLINE

Call toll-free 1-800-222-4446, or e-mail lad@mt.gov.

Recommendation Concurrence

Concur 3

Partially Concur 0

Do Not Concur 0

Source: Agency audit response included in 
final report.
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Chapter I – Introduction

Introduction
During recent years, use of laptop computers within state government has steadily 
increased. The 2011 Biennial IT Report states laptops make up 23 percent of all 
computers compared with 14.6 percent for the previous biennium. Overall, the State 
Information Technology Services Division reports 3,431 laptops in service throughout 
state government, excluding the university system. Reasons for the rise in laptop use 
are their portability and ability to connect remotely to the state network. This provides 
laptop users the flexibility to travel for work and maintain communication with their 
offices. 

While laptops allow for added mobility and flexibility, they also present added data 
security risks. Because they are portable, laptop computers are often outside the 
physical security of state offices and at risk of loss or theft. This becomes critical when 
laptops are used to service and store confidential data. All computers require some level 
of security, but because laptops are portable and can contain sensitive data, the need 
for added physical and data security is heightened. Because of the heightened security 
risk, we conducted an audit over laptop data security.

Audit Objective and Methodologies
Agencies should implement data security controls that meet minimum requirements 
and guidelines established in statute, policy, and best practices. For this audit, our 
objective was to determine if controls are in place to adequately secure sensitive data 
on laptops. 

To conclude on our objective, we developed and performed testing on laptop 
computers at four agencies within state government. To achieve this, we selected a 
sample of laptops for testing, and developed testing protocol based on best practices 
and state policy. Audit work was conducted in accordance with Government Auditing 
Standards published by the United States Government Accountability Office.

Agencies Selected
We obtained a statewide inventory of laptops from the Department of Administration 
to determine the number of laptops at the various agencies. The inventory showed 
over 3,400 laptops in use at 34 entities, excluding the university system. Due to the 
overall number of laptops and state agencies, we determined it was not feasible to 
review controls for every laptop. For this reason, we decided to select a sample for 
review. We chose four agencies from the top ten in laptop use for the state that also 
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work with confidential and sensitive information, including public health, tax-related, 
criminal justice, and employment records.

Our sample of agencies included the Department of Revenue (DOR), Department of 
Public Health and Human Services (DPHHS), Department of Labor and Industry 
(DLI), and Department of Justice (DOJ). However, the laptop data security controls 
addressed in this audit are applicable to all agencies with laptops.

Laptop Sample
Once we identified the sample agencies, we obtained an inventory of laptops from 
each individual agency to obtain a more 
current and accurate depiction of the 
number of laptops in use and where they 
are located. Table 1 shows the number of 
laptops at each agency.

We selected a judgmental sample of 
100 laptops for testing. Considering the 
mobility of laptops, our sample included 
laptops in cities throughout Montana, 
including Billings, Boulder, Helena, 
Butte, Bozeman, and Missoula. We also 
chose laptops from different programs 
and divisions within each agency to 
sample a broader spectrum of use.

Testing Protocol
Once we selected our sample, we established a protocol to verify data security 
implemented at each agency. We began by identifying controls related to securing 
laptop data in available statute, policies, and best practices. Our review included 
statewide IT policies that address mobile computing and working with sensitive data 
and guidelines put forth by the National Institute of Standards and Technology and 
Control Objectives for Information and related Technology. 

We identified key controls that should be in place to ensure an adequate level of 
security. We then developed a methodology to verify those controls were present 
on each laptop. Table 2 provides a list and description of each control area tested. 
Additional information on these controls can be found in Appendix A. Each of the 
items identified in the following table are important security controls and we expected 
compliance in each control area. A laptop with a single control missing is vulnerable to 
data loss or damage. 

Table 1
Laptops per Agency

Agency Number of Laptops

DOJ 341

DLI 515

DOR 388

DPHHS 648

Total 1892

Source: Compiled by the Legislative Audit 
Division based on agency data.
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Table 2
Testing Control Areas

Test Explanation

BIOS Settings Require a password protecting the BIOS (basic input/
output system).

Generic/Administrative Authentication Assign unique usernames and passwords for access to 
computers and the state network.

Patching Ensure current critical security patches are applied.

User Account Setup
Assign a user account unique to a single user. Deactivate 
generic, disable guest accounts and rename administrative 
accounts.

Auto Locking Require computers to have a screen saver with password 
protection enabled.

Account Password Settings
Require passwords to be at least 6 – 8 characters in 
length, changed every 60 days, and consist of different 
character types.

Account Lockout Thresholds Require the account lockout threshold be enabled on user 
accounts.

Access Audit Policies Log both successful and unsuccessful access attempts.

File System Structure Ensure all hard drives are formatted NTFS (New 
Technology File System) for Windows based machines.

Simple File Sharing Disable this function.

Microsoft Office Security settings be set to not trust Macros, Add-ins and 
Templates, or Visual Basic (VB) Project.

Windows Messenger Disable this service.

Internet Connection Sharing Disable this service.

Firewall Enabled firewalls on all laptops.

Anti-virus Install active and current anti-virus definitions.

Source: Compiled by the Legislative Audit Division.

User Interviews
The final element of our audit testing involved meeting with the users assigned the 
laptops in our sample. As part of our methodology, we created a standard list of 
questions to ask if users:

�� Are aware of existing policies and procedures related to laptop security?
�� Work with sensitive or confidential information?
�� Save sensitive or confidential information to the hard drive of their laptop?
�� Connect to networks outside the state network?
�� Secure their laptop when left unattended?
�� Frequently use laptops outside their office?

3
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We interviewed 84 users throughout the agencies. The difference between the number 
of laptops tested and number of users interviewed was due to laptop use. Some of the 
laptops in our sample are part of a pool of laptops which can be checked out by staff, 
but are not assigned to a unique user. Some laptops are assigned specifically to a room 
rather than a user. 

Area for Further Study
During the course of the audit, we identified an area we believe warrants consideration 
for future Information Systems audit work.

Laptop Data Security within the Montana 
University System (MUS)
At the beginning of this audit, we assessed the use of laptop computers within state 
government. During our assessment, we contacted the two main university campuses 
(MSU-Bozeman and UM-Missoula) to obtain information regarding the use of laptops 
on their respective campuses. We identified weaknesses with inventory control at both 
institutions, and were unable to obtain the actual number of laptops in use within 
the MUS. As a result, we excluded the MUS from this audit. A future Information 
Systems audit could evaluate laptop data security controls within the MUS similar to 
the work conducted during this audit.
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Chapter II – Findings and Recommendations

Introduction
Overall, we identified laptops throughout all four agencies that are vulnerable to 
potential security breaches. Application of controls is inconsistent within each agency 
and compliance with state policy and best practices could be strengthened. Vulnerable 
laptops included those which have the potential to be used to modify and store sensitive 
data such as:

�� Employee Social Security Numbers 
�� Criminal Investigation Documentation 
�� Individual Tax Records
�� HIPAA Protected Healthcare Records

Because of the lack of controls and resulting risk to data, not only is laptop data 
vulnerable but agencies could strengthen compliance with state security policy 
and state statute. The remainder of this report discusses our findings and includes 
recommendations to improve laptop security, including monitoring of laptops to 
ensure consistent implementation of security controls, improving user awareness, 
implementation of data encryption, and limiting laptop use. 

Evaluation of Laptop Data Security
To evaluate laptop data security at the agencies, we obtained the location of all laptops 
identified in our sample and the names of the users assigned those laptops. We met 
with each user to test the laptop and conduct an interview. Our laptop tests followed 
the testing methodology described in the first chapter and consisted of automated 
security scans in conjunction with manually verifying security configurations. 

Overall, our audit results identified noncompliance at each agency; however, the 
control areas and number of exceptions varied. Table 3 shows areas of noncompliance 
identified at each agency. If we identified any laptop with a security control weakness, 
the agency was not providing an adequate level of data security and receives an “X” in 
the following table indicating noncompliance with state policies and/or best practices. 
Of the fifteen control areas tested, only four had comprehensive security controls in 
place, while nine control areas were missing at a majority of the agencies.

5
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Table 3
Areas of Noncompliance per Agency

Test DLI DOJ DOR DPHHS

BIOS Settings X X X

User Authentication

Patching X X X

Generic/Admin Accounts X X X X

Auto Locking X X X X

Account Password Settings X X X

Account Lockout Thresholds X X X

Access Audit Policies X X X

File System Structure

Simple File Sharing X X X X

Microsoft Office X X

Windows Messenger

Internet Connection Sharing

Firewall X X

Anti-Virus X X X

Source: Compiled by the Legislative Audit Division based on testing of agency 
laptops. 

DPHHS has made the most progress toward securing data on laptops, implementing 
a security software suite that allows for full encryption over all its laptops, as well as 
an interface to centrally manage security settings. As a result, our testing at DPHHS 
identified the least amount of noncompliance among the agencies. It is important to 
note that while DPHHS has made progress, each agency has different organizational 
structures and resources, so one agency’s environment may not work for the others.

Summary
Each of the control weaknesses we identified could potentially be used to compromise 
sensitive data. The risk increases when considering the staff at all four agencies save 
sensitive or confidential data to their laptops. In fact, roughly 40 percent of the users 
we interviewed save what they considered sensitive data to their laptops. Although 
each agency is aware of security controls, they could improve consistent application 
among all laptops. 

6 Montana Legislative Audit Division



Agencies Should Monitor Laptop Security Settings
State statute (§2-15-114, MCA) places the responsibility for an adequate level of security 
for all agency data with the department head. At each agency, laptop security has been 
tasked to IT staff, who establish laptop security configurations. While laptops may 
initially be secure, over time settings can be altered or become outdated. In order for 
agencies to comply with statute, they need to ensure laptops remain secure once assigned 
to users. However, the ongoing management of laptops is often the responsibility of the 
assigned user or IT staff within a particular division. Once management of laptops is 
assigned to a user, it becomes difficult to determine if security controls are not working 
or have been modified. 

Currently, agencies could improve proactive monitoring of laptops to identify where 
security controls are outdated or have been altered. All of the agencies sampled have or 
are taking steps to centralize agency IT management, limit administrative access, and 
develop consistent settings for each laptop. However, based on our testing results, these 
actions have not assured secure laptop controls. 

Laptops lacking security controls remain at risk and there is the potential that various 
security vulnerabilities result in loss of sensitive data. A number of the users we spoke 
with work from home or remotely for periods of time. Without current or accurate 
security settings, and outside the protection of the state network, these laptops are 
vulnerable to threat or breach of data. Proactive and routine monitoring would allow 
agencies to identify when security settings are not functioning as expected and address 
vulnerabilities. 

Laptop Users Not Aware of Security Policies
For agencies to provide an adequate level of security, state statute requires agencies 
to develop internal policies and procedures to ensure data security. Another critical 
element of laptop data security is the responsibility of users to follow those policies and 
procedures. Of the 84 laptop users interviewed during this audit, 50 percent were not 
aware of related policy or procedure, even though the agencies have policies relating to 
computer use and managing sensitive data. Although most users are typically aware of 
general elements of laptop security, such as physically securing laptops when out of the 
office, they are not aware of other key existing policies, procedures, and best practices. 

Most users recall receiving some policy documents when they first started work or 
when they received their laptop. However, users could not recall receiving training 
over policy details and policy information is often not reinforced. If a user is not aware 
of security policies and procedures, their actions could potentially lead to security 
vulnerabilities. For example, 12 users we interviewed indicated they have accessed an 
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unsecure network and that they store sensitive data on the hard drive of their laptop 
where other users could use the shared network to access the laptop hard drive. In 
addition, all agencies have reported at least one lost or stolen laptop within the past 
three years.

Without knowledge of data security procedures, users may be unaware of or remove 
applied security settings, leaving the contents of the laptop open to unauthorized users. 
Security policies and procedures should be continually reinforced to increase user 
awareness to help minimize security vulnerabilities and ensure compliance with statute 
and policies regarding laptop security.

Recommendation #1

We recommend the agencies:

A.	 Routinely monitor laptop security settings to ensure application of 
security controls.

B.	 Improve and maintain user awareness of laptop security policies and 
procedures.

Agencies Need to Improve Encryption Procedures
One measure agencies can take to mitigate the risk of inadequate security controls 
is to encrypt sensitive data. Even if a laptop is lost or stolen, encrypting data makes 
it unreadable, preventing access from unauthorized sources. State policy requires 
encryption of any sensitive data that leaves state property (is taken off the state 
network). There are several different means of data encryption, including:

�� Hard Drive Encryption – Encrypts all files saved to a computer hard drive. 
Encryption is unlocked when an authorized user logs onto the device.

�� Folder Encryption – Encrypts all files saved to a designated folder. Login 
credentials are required to open an encrypted folder. 

�� File Encryption – Individual files are encrypted. Login credentials are 
required to open an encrypted file. 

�� Application Encryption – A computer application automatically encrypts 
any files or data created using the application. Encryption is unlocked when 
an authorized user logs into the application.

Complete hard drive encryption guarantees data is encrypted regardless of user 
actions. Both folder and file encryption require user participation by saving to the 
correct folder or manually encrypting files. Folder encryption can be customized 
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to require users to save to encrypted folders by default, which helps minimize user 
interactions. Application encryption is automatic, but only affects files created through 
the application and does not apply to other files and data on a laptop.

All sampled agencies are implementing some level of encryption, but the effectiveness 
varies. DPHHS has installed full hard drive encryption on every laptop. DOR has 
installed an encrypted folder on each machine. However, 6 of 12 users we interviewed 
were unaware it was available. DLI indicates they have full hard drive encryption 
available in specific divisions, but our testing did not identify any laptops with 
encryption. DOJ encrypts all data created through the Criminal Justice Information 
Network application, but does not account for other files saved to laptops. 

It should be noted that because DPHHS is encrypting all data through full hard 
drive encryption, several of the security control tests we completed were mitigated. 
In addition, DPHHS recently lost a laptop with sensitive data, but because they 
implemented encryption of all files, the security of data should have been maintained. 
This level of encryption costs about $120 for each machine, plus a $25 yearly fee. 
However, there are currently other less expensive options for agencies to employ. 
For example, DLI provides select staff with use of a free file encryption software. In 
addition, the cost associated with laptop encryption is minimal compared with the 
potential cost associated with a data breach, which has been estimated to cost over 
$20,000 for a single lost laptop.

By improving existing practices to ensure encryption of sensitive data on laptops, 
agencies will strengthen data security and limit the risk that agency data will be 
unprotected if the laptop is compromised.

Recommendation #2

We recommend the Department of Labor and Industry, Department of Justice, 
and Department of Revenue take steps to ensure compliance with state policy 
by implementing or improving procedures to ensure sensitive data on laptops 
is encrypted. 

Agencies Could Further Analyze Need for Laptops
One of the more effective ways to limit the risks associated with laptop computers is to 
limit their use. Of the 84 users interviewed for this audit, 41 percent rarely used their 
laptops outside of the office, only traveling a couple of days a year at most. Figure 1 
shows the frequency laptops are used outside the offices for those interviewed. 
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Figure 1
Laptops Usage Outside of State Offices

33% 

26% 

41% Frequent Travel (> 20%) 

Some Travel (5-20%) 

Rare or No Travel (< 5%) 

 Source: Compiled by the Legislative Audit Division based on interviews with agency 
laptop users.

If mobility is not required, a desktop computer provides a more secure option. 
In addition, statute (§2-17-505, MCA) states it is the policy of the state that the 
development of information technology resources in the state must be conducted in an 
organized, deliberative, and cost-effective manner. Not only do laptops present added 
risk, they are also typically more expensive than their desktop counterparts. Based on 
agency information, laptops cost an average of $550 more than a comparable desktop. 
Based on those users that rarely travel, we identified $18,700 in potential savings if 
desktops were used instead. Further research noted laptops tend to experience higher 
maintenance costs and tend to have a shorter life cycle, both of which increase cost. 
However, evaluating the need for a laptop goes beyond cost-effectiveness.

Most of the users we interviewed were given laptops because supervisors believed staff 
need to travel. However, some users indicated they rarely work out of the office, or 
when they do, they do not require a computer. Even in instances where a laptop may 
be required, each agency has a pool of laptops that can be checked out for temporary 
use. While there is a process at each agency to request a laptop, we did not identify any 
analysis to verify need, security, or cost-effectiveness of the laptop. To limit security 
risk and decrease costs, agencies should analyze business need, security risk, and 
cost-effectiveness for laptop assignment. 
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Recommendation #3

We recommend the agencies analyze business need, security risk, and 
cost-effectiveness prior to assignment of laptops.

11
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Appendix A

Laptop Control Areas
This section provides additional information about the control areas tested during this 
audit, including an explanation of how they should be configured based on policies 
and best practices.

BIOS Settings – The BIOS (basic input/output system) is the computer program 
responsible for the initial boot-up process when a computer is first turned on. Access 
to the BIOS would allow an intruder to bypass login requirements and have direct 
access to laptop content. Best practices suggest requiring a password to access the 
BIOS settings. 

User Authentication – One critical security control requires a unique user name 
and password to access content on a laptop. Without this control, an unapproved 
individual would have direct access to content on a lost or stolen laptop. Limiting 
access to a computer by requiring users to login with a unique username and password 
is the primary method for controlling who can access the contents of a computer. State 
policy mandates all state laptops to require a username and password.

Patching – Microsoft periodically releases critical or important security patches 
designed to fix vulnerabilities in the Windows operating system or Microsoft Office. 
State policy requires critical security patches to be current. SITSD approves patches 
that are distributed by agencies.

Generic/Administrative Account Setup - One important aspect of assigning a user 
account is accountability, so user accounts should be unique to a single user. Generic 
accounts in use by multiple users limit the ability to identify who has accessed a laptop. 
In addition, it is also difficult to manage who has access through the generic account. 
Even more critical is the use of default guest and administrator accounts that are default 
to Windows operating systems. These are well-known accounts that allow access to 
modify or remove security settings. Best practices recommend disabling generic and 
administrative accounts.
 
Auto Locking - State policy requires computers to have a screen saver with password 
protection enabled on them. Best practices and state policy recommends the screen 
saver wait period be set to no more than 15 minutes.

Account Password Settings – State policy requires passwords to be at least 6 – 8 
characters in length and to be changed every 60 days. In addition, passwords with 
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different character types limit the likelihood it can be guessed or identified through 
use of password identification software.

Account Lockout Thresholds and Access Audit Policies – Best practices suggest 
locking a computer after a number of failed attempts. This prevents unauthorized 
access. Otherwise the user can use password identification software to crack the 
password. Best practices also suggest additional security including logging access 
attempts so IT staff can identify when unauthorized access attempts have taken place, 
as well as assisting in identifying possible successful logins by unauthorized users. 

File System Structure – For newer Microsoft Windows operating systems, there are 
two possible methods for creating a file structure: NTFS and FAT32. FAT32 is an 
older file structure and presents security vulnerabilities. NTFS is a new file structure 
and has been configured to provide better security controls. Best practices recommend 
using NTFS.

Simple File Sharing – Simple File Sharing is a feature provided by Microsoft allowing 
access to files and folders to other computers within your network. The risk increases 
when users are out of the state network and using an unsecured wireless network, 
such as at a hotel or coffee shop. Unauthorized users can easily access these unsecured 
networks and use the Simple File Sharing feature to access files on a state laptop. Best 
practices recommend this feature should be disabled.

Microsoft Office – Laptops with low security settings in Microsoft Office are 
vulnerable to a variety of external attacks. Certain tools and scripts such as Macros, 
add-ins, and Visual Basic projects can be exploited by viruses, trojans, and worms. 
Best practices recommend security settings be set to not trust Macros, Add-ins and 
Templates, or Visual Basic projects. 

Windows Messenger and Internet Connection Sharing – Windows Messenger 
and Internet Connection Sharing are services that are included in Windows operating 
systems. When enabled, they allow remote communication with other computers, 
which could allow a remote party to access files on a laptop, as well as access the 
network the laptop is connected to. Best practices recommend disabling these services.

Firewall - Windows firewall is software that monitors and limits incoming and 
outgoing information to and from a computer. A firewall acts as a protective sweater, 
insulating computers from the outside and preventing hackers or malicious software 
from gaining access to your computer through a network or the Internet. If a laptop 
becomes infected, a firewall can prevent it from sending malicious software to other 
computers. State policy requires firewalls to be enabled on all computers.
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Anti-virus – Anti-virus is software used to prevent, detect, and remove malicious 
software such as viruses and malware. As new viruses are detected, anti-virus definitions 
should be updated to address the threat. State policy requires all state computers to be 
installed with active and current anti-virus protection.
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